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Information Security Policy 

GPA is committed to the security of documents and data under our control and the assessment and 

treatment of information security risks directly or indirectly related to our processes, products and 

services.  

Accordingly, we will: 

• Comply with relevant information security legislation and regulations, and any relevant 

customer requirements 

• Educate, train and provide sufficient resources, including identifying clear roles, 

responsibilities and authorities, to our employees as well as, where appropriate, to sub-

contractors and visitors, so that all relevant parties understand information security issues 

and the effect of their activities on information security 

• Monitor, through operational and management review meetings, and systematic auditing, 

our information security performance towards established objectives 

• Develop and maintain physical safeguards and operational procedures to minimise risk and 

manage any information security issues, should they occur 

• Identify information security requirements and results from risk assessment and risk 

treatment  

• Continually improve our information security processes and procedures 

To achieve our information security objectives, we have implemented an Integrated Management 

System, which includes information security management system requirements in accordance with 

ISO 27001:2022. 

It is the responsibility of all staff to ensure the Information Security Policy is understood and 

complied with. 

The GPA Information Security Policy has the unconditional support of the Company Directors and 

Senior Management. 

 

 

 

 

Sean Flaherty 

Managing Director                                                                                        
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